
合 同 书

项目名称：国家税务总局宁夏回族自治区税务局宁夏税务2025 年

终端安全桌面管理系统运行维护服务项目

合同编号: NXSWJ-2025-29

甲 方：国家税务总局宁夏回族自治区税务局

乙 方：北京亿智云科技有限公司

日 期: 2026 年 1 月19日



合同条款前附表

序号 内 容

1 合同名称
国家税务总局宁夏回族自治区税务局宁夏税务2025

年终端安全桌面管理系统运行维护服务项目

2 合同编号 NXSWJ-2025-29

3 合同类型 其他服务合同

4 定价方式 固定总价

甲方名称 国家税务总局宁夏回族自治区税务局

甲方地址 宁夏回族自治区银川市金凤区泰康街 1 号

甲方采购部门 国家税务总局宁夏回族自治区税务局

联系人 俞女士
5

联系电话 0951-5017615

甲

方

相

关

部

门

甲方需求部门 宁夏区税务局信息中心

联系人 杨学海

联系电话 0951-5026746

乙方名称 北京亿智云科技有限公司

乙方企业性质
中型企业 ☑小型企业 □微型企业

☑监狱企业 ☑残疾人福利性单位 □其他

乙方地址 北京市大兴区欣雅街15 号院 1号楼 3层302

6 乙方联系人 唐平

联系电话 18811321823

银行收款账号 110927377910301

开户银行名称 招商银行股份有限公司北京富力城支行

开户银行行号 308100005512308100005512

7 合同金额 人民币 壹拾捌万叁仟 元整 (¥183000.00 )。

按照甲方要求负责宁夏区税务局终端安全桌面管

理系统的日常运维服务工作。服务期内，如果驻场运

8 服务内容
维人员无法胜任工作需要，甲方有权要求更换驻场运

维人员。具体服务要求详见招标文件采购需求。
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第 1 次付款：签订合同后支付合同款的 60%；第

2 次付款：在服务期满验收合格后支付合同款的 40%。

并 通 过 转 账 的 方 式 将 相 关 费 用 划 入 乙 方 的 账 户 ， 乙 方

须 按 合 同 日 期 及 时 提 供 正 式 发 票 给 甲 方 办 理 付 款 手

续。

9 合同付款 每次办理付款时，乙方应提供发票、付款申请(格

式另附)、合同或合同关键页复印件、合同约定的其他

资料。涉及验收的，应同时提交验收意见。

甲方在收到发票等合同约定资料后，进行核实。

满足合同约定支付条件的，自收到发票后10 个工作日

内将资金支付到乙方账户，特殊情形付款期限最长不

超过30日。

10 履约保证金及返还 本项目不要求提供履约保证金。

11 合同履行期限 一年

12 服务期 年 1 月. 日至 年 月. 日

13 合同履约地点 甲方指定地点

甲乙双方应首先通过友好协商解决在执行本合同中所

发生的或与本合同有关的一切争端。如从协商开始

14 合同纠纷解决方式 天内仍不能解决，可以选择以下途径之一解决纠纷：

☑向甲方所在地仲裁委员会申请仲裁

□向甲方所在地人民法院提起诉讼

-2-



一 合 同

国家税务总局宁夏回族自治区税务局(以下简称“甲方”)通过公开招标方

式采购，确定北京亿智云科技有限公司(以下简称“乙方”)为《国家税务总局

宁夏回族自治区税务局宁夏税务2025年终端安全桌面管理系统运行维护服务项

且》中标(成交)供应商。甲乙双方同意按照该项目招标(采购)文件约定的内

容，签署《国家税务总局宁夏回族自治区税务局宁夏税务2025年终端安全桌面管

理系统运行维护服务项目合同书》(合同编号：NXSWJ-2025-29，以下简称“合

同”)。

1 .合同文件

本合同所附下列文件是构成本合同不可分割的部分：

(1)合同通用条款；

(2)报价表(总报价表和分项报价表)；

(3)投标(响应)文件技术部分；

(4) 其他。

2 .合同标的

具体服务承诺(包含但不限于服
服务名称 数量 单位

务内容，范围和基本要求)

按照甲方要求负责宁夏区

税务局终端安全桌面管理系统

宁夏税务2025年终端安 的日常运维服务工作。服务期

全桌面管理系统运行维 1 项 内，如果驻场运维人员无法胜任

护服务 工作需要，甲方有权要求更换驻

场运维人员。具体服务要求详见

招标文件采购需求。

3 .合同金额

本合同总金额为人民币壹拾捌万叁仟元整(¥183000.00)。本项目以12个月

为 1 个服务周期。

4.付款条件

-3-



每个服务周期，甲方按照采购文件和合同约定对乙方提供的服务进行考核或

验收后支付相应款项。

合同以人民币结算，付款方式：

第一次付款：在双方合同签订后，甲方支付乙方合同金额 60 %的款项，即

人民币壹拾万零玖仟捌佰元整(¥109800.00)；

第二次付款：在验收合格后，甲方支付乙方合同金额 40 %的款项，即人民

币柒万叁仟贰佰元整(¥73200.00) ;

每次办理付款时，乙方应提供发票、付款申请(格式另附)、合同或合同关

键页复印件、合同约定的其他资料。涉及验收的，应同时提交甲方需求部门出具

的验收意见。

甲方在收到发票等合同约定资料后，进行核实。满足合同约定支付条件的，

自收到发票后 10 个工作日内将资金支付到乙方账户，特殊情形付款期限最长不

超过 30 日。

5.合同签订及生效

本合同一式陆 份，由甲乙双方法定代表人或被授权人签字并盖章后生效。

甲方：国家税务总局宁夏回族自治区税务局 乙方：

签字： 签字：

盖章： 盖章：

日期： 月 日 日期： 年 / 月 日



二 合同通用条款

1 . 定 义

本合同下列术语应解释为：

1.1“甲方”是指国家税务总局宁夏回族自治区税务局。

1.1.1“甲方采购部门”见“合同条款前附表”第5项“甲方采购部门”。

1.1.2“甲方需求部门”见“合同条款前附表”第5项“甲方需求部门”。

1.2“乙方”见“合同条款前附表”第6项“乙方名称”。

1.3“合同”系指甲乙双方签订的、合同格式中载明的甲乙双方所达成的协

议，包括所有的附件、附录和上述文件所提到的构成合同的所有文件。

1.4“天”除非特别指出，“天”均为自然天。

2 . 标 准

2.1乙方为甲方交付或提供的服务应符合招标(采购)文件所述的标准，如

果没有提及适用标准，则应符合相应的国家标准。这些标准必须是有关机构发布

的最新版本的标准。

2.2除非技术要求中另有规定，计量单位均采用中华人民共和国法定计量单

位。

3 . 服 务

3.1本项目的“服务”见“合同条款前附表”第8项“服务内容”。

3.2乙方应保证所提供的服务符合合同规定的要求。如不符时，乙方应负全

责并尽快处理解决，由此造成的损失和相关费用由乙方负责，甲方保留终止合同

及索赔的权利。

3.3乙方应保证通过执行合同中全部方案后，可以取得本合同约定的结果，

达到本合同约定的预期目标。对任何情况下出现的问题，应尽快提出解决方案。

3.4如果乙方提供的服务和解决方案不符合甲方要求，或在规定的时间内没

有弥补缺陷，甲方有权采取一切必要的补救措施，由此产生的费用全部由乙方负

责。

3.5除合同条款另行规定外，伴随服务的费用应含在合同价中，不单独进行

支付。

4 . 知 识 产 权
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4.1乙方应保证所提供的服务免受第三方提出侵犯其知识产权(专利权、商

标权、软件著作权、版权等)的起诉。

4.2甲方对项目实施过程中所产生的所有成果(包括但不限于发明、发现、

可运行系统、源代码及相关技术资料、文档等)享有永久使用权、复制权和修改

权，其专利申请权、专利权、软件著作权、技术秘密的所有权、使用权、转让权

等知识产权归甲方所有。

4.3乙方不得利用本项目实施过程中所产生的成果(包括但不限于发明、发

现、可运行系统、源代码及相关技术资料、文档等)，另行自行开发本合同业务

范围内供纳税人缴费人使用的软件或产品，不得利用开发便利变相收费或搭车收

费。

5.保密条款

5.1甲乙双方应对在本合同签订或履行过程中所接触的对方信息，包括但不

限于知识产权、技术资料、技术诀窍、内部管理及其他相关信息，负有保密义务。

5.2乙方在使用甲方为乙方及其工作人员提供的数据、程序、用户名、口令、

资料及甲方相关的业务和技术文档，包括税收政策、方案设计细节、程序文件、

数据结构以及相关业务系统的软硬件、文档、测试和测试产生的数据时，应遵循

以下规定：

(1)应以审慎态度避免泄露 、公开或传播甲方的信息；

(2)在开发过程中对数据的处理方式应事先得到甲方的许可；

(3)未经甲方书面许可，不得对有关信息进行修改、补充、复制；

(4)未经甲方书面许可，不得将信息以任何方式(如E-mail)携带出甲方

场所；

(5)未经甲方书面许可，不得将信息透露给任何其他人；

(6)严禁在提交的软件产品中设置远程维护接口和后门程序；

(7)不得进行系统软硬件设备的远程维护；

(8)甲方以书面形式提出的其他保密措施。

5.3保密期限不受合同有效期的限制，在合同有效期结束后，信息接受方仍

应承担保密义务，直至该等信息成为公开信息。

5.4甲乙双方如出现泄密行为，泄密方应承担相关的法律责任，包括但是不
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限于对由此给对方造成的经济损失进行赔偿。

6.网络与数据安全责任条款

6.1安全合规性要求

(1)乙方承诺其提供的产品、技术、服务及所有项目实施活动，均严格遵

守中华人民共和国现行的网络安全、数据安全、个人信息保护及相关法律法规的

规定。

(2)乙方须遵守税务行业的网络与数据安全管理规范。

(3)乙方应保证其使用的第三方组件、开源软件及供应链均无重大已知安

全漏洞，并符合相关安全要求。

6.2双方安全责任划分

6.2.1 甲方责任:

(1)负责提供符合安全要求的网络环境、基础设施和系统权限 (遵循最小

权限原则)。

(2)负责其自身管理的用户账号、密码的安全以及内部人员的安全意识教

育。

(3)明确告知乙方业务所需处理的数据类型、敏感级别和安全要求。

6.2.2 乙方责任:

(1)数据安全：

分类分级：按照甲方要求或国家标准，采取相应的数据安全保护措施。

数据处理合法性：仅为本合同约定之目的处理甲方数据，不得超范围收集、

使用、加工、传输数据；未经甲方书面同意，不得擅自修改、复制或篡改数据，

向未经授权的第三方披露或转让数据。

加密与脱敏：对敏感数据在传输和存储过程中进行加密；在开发、测试环境

中必须使用脱敏后的数据。

数据留存与销毁：不得自行复制、留存在本合同项下取得的任何数据；项目

结束后或应甲方要求，乙方必须立即、安全地销毁或返还所有甲方数据(包括所

有副本、备份)，并提供书面销毁证明。

(2)系统与网络安全：

确保其开发的软件、系统不存在已知的高危安全漏洞。
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负责其自身负责的服务器、网络设备的安全配置、漏洞修复和入侵防护。

(3)人员与管理安全：

与所有接触甲方数据和系统的雇员、分包商签订保密协议，并对其进行背景

调查和安全培训。

实施严格的权限管理和访问控制日志记录，所有操作应可追溯至具体责任人。

限制其对甲方数据和系统的访问，仅在必要时且经甲方授权后访问。

6.3安全事件应急响应

6.3.1定义：安全事件指任何导致或可能导致数据泄露、篡改、丢失、未授

权访问、系统中断等事件。

6.3.2通知义务：乙方一旦发现涉及甲方数据或系统的安全事件，必须1

小时内通知甲方指定的联系人，并持续提供事件进展、原因分析及影响评估。

6.3.3协作处置：乙方应全力配合甲方采取应急措施，遏制事件影响，并进

行调查和取证。因乙方原因导致，由乙方承担。

6.3.4报告义务：如事件达到国家规定的上报标准，双方应协同配合，依法

向监管机构报告。对外发布信息需经双方事先协商一致。

6.4安全审计与检查

6.4.1甲方有权(或委托第三方)对乙方与本项目相关的安全措施执行情况

进行审计和检查，乙方须予以配合。

6.5违约责任与赔偿

6.5.1如因乙方的过错(包括但不限于违反本合同安全条款、安全措施不足、

管理不善等)导致发生安全事件，乙方应承担全部违约责任。

6.5.2违约责任包括但不限于：

承担事件处置费用：包括调查、取证、补救、通知用户、法律费用等。

承担行政处罚：如因乙方原因导致甲方被监管部门处罚，乙方应赔偿甲方相

应损失。

赔偿实际损失：赔偿甲方因此遭受的直接经济损失。

6.6合同终止后义务

6.6.1本合同终止或解除后，本章规定的数据销毁、保密义务、违约责任等

条款继续有效。
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7.履约验收要求

7.1甲方需求部门严格按照采购合同开展履约验收。验收时，应当按照本合

同约定的技术、服务和安全标准，对供应商各项义务履行情况进行验收确认。未

约定相关标准的，应当按照国家强制性规定、政策要求、安全标准和行业有关标

准进行验收确认。验收结束后，应当出具验收意见，列明合同事项、验收标准及

验收情况，由全体验收人员签字。

7.2具体履约验收要求详见招标 (采购)文件。

8.履约保证金

8.1需提交履约保证金的项目，乙方应按照“合同条款前附表”第10项“履

约保证金及返还”提交履约保证金。

8.2履约保证金的金额可用于补偿甲方因乙方不能完成其合同义务而蒙受

的损失。

8.3如乙方未能按时支付合同约定的违约金、赔偿金、其他应付款项等的，

甲方有权按照本合同的约定从履约保证金中扣除上述款项。乙方应在甲方扣除履

约保证金后15天内，及时补充扣除部分金额。若逾期补充的，每日应按应补充

金额的万分之五 (0.05%)支付甲方违约金。

8.4乙方不履行合同义务或者履行合同义务不符合约定使得合同目的不能

实现，履约保证金不予退还，并应按合同约定支付违约金、赔偿金等。

8.5履约保证金在合同履行期满后，扣除相应款项(如有)且双方无争议后，

凭返还申请等资料一次性无息返还，详见“合同条款前附表”第10项“履约保

证金及返还”。

9 .履约延误

9.1乙方应按照本合同的规定提供服务。

9.2如乙方迟延履行合同义务，甲方将从应付合同金额中扣除误期违约金，

每延误一天误期违约金按合同总金额的万分之三(0.03%)计收。乙方支付的误

期违约金不足以弥补甲方损失的，应继续承担赔偿责任。本合同约定的损失，包

括但不限于：直接损失、调查取证费、诉讼费、律师费等。

9.3在履行合同过程中，如果乙方可能遇到妨碍按时提供服务的情况时，应

及时以书面形式将拖延的事实，可能拖延的期限和理由通知甲方。甲方在收到乙
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方通知后，应尽快对情况进行评估，并确定是否酌情延长工期以及是否收取误期

违约金。

9.4除不可抗力和根据合同规定延期取得甲方同意而不收取误期违约金之外，

乙方延误工期，将按合同规定被收取误期违约金。

9.5逾期退还履约保证金的违约责任。满足履约保证金返还条件的，甲方在

收到返还相关信息等合同约定资料后，进行核实。对核实结果无异议的，应当自

完成核实之日起30日内返还履约保证金。无特殊原因逾期退还履约保证金的，乙

方可要求甲方按银行同期活期存款利率支付逾期利息。特殊原因逾期返还的，双

方协商解决。

10.违约责任

10.1除本合同另有约定外，乙方不履行合同义务或者履行合同义务不符合合

同约定的，按每违反一次从应付款项中扣除合同总金额的百分之一(1%)作为违

约金；此外，应当承担继续履行、采取补救措施或者赔偿损失等违约责任。乙方

支付的上述违约金、赔偿金等不足以弥补甲方损失的，应继续承担赔偿责任。本

合同约定的损失，包括但不限于：直接损失、调查取证费、诉讼费、律师费等。

10.2乙方没有按照时限要求提供服务，且在甲方指定的延长期限内没有采取

补救措施，甲方有权自行采取其他方式进行补救，乙方除按合同第8条约定向甲

方支付误期违约金外，另外甲方所发生的一切费用和甲方损失，甲方有权从应付

的乙方的合同款项中扣除，不足扣除的乙方应另行支付。

10.3除应支付甲方违约金等外，甲方有权根据合同或有关部门出具的检验证

书向乙方提出索赔。

10.4如果乙方对差异负有责任而甲方提出索赔，乙方同意按照下列方式解决

索赔事宜：

如果在甲方发出索赔通知后5个工作日内，乙方未作书面答复，上述索赔应

视为已被乙方接受。如乙方未能在甲方发出索赔通知后5个工作日内或甲方同意

的延长期限内着手解决索赔事宜，甲方有权从应付乙方的合同款项中扣除索赔金

额。

10.5对于本协议未约定的、招标(采购)文件(技术部分)中约定的违约处

理条款，按招标(采购)文件(技术部分)相关约定执行；对本协议与招标(采
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购 ) 文 件 (技术部分)约定不同的违约处理条款，以本协议约定为准。

11.不可抗力

11.1本条所述的“不可抗力”系指双方不可预见、不可避免、不可克服的

客观情况，但不包括双方的违约或疏忽。这些事件包括但不限于：战争、严重火

灾、洪水、台风、地震等。

11.2如果乙方因不可抗力而导致合同实施延误或不能履行合同义务，不应

承担误期赔偿或终止合同的责任。

11.3在不可抗力事件发生后，当事方应及时将不可抗力情况通知合同对方，

在不可抗力事件结束后3日内以书面形式将不可抗力的情况和原因通知合同对

方，并提供相应的证明文件。合同各方应尽可能继续履行合同义务，并积极寻求

采取合理的措施履行不受不可抗力影响的其他事项。合同各方应通过友好协商在

合理的时间内达成进一步履行的协议。

11.4如因国家政策变化、技术实施所需的客观环境发生变化、重大技术变

化、国家调减预算、乙方在执行合同的过程中发生对履行合同有直接影响的重大

事故或变故、甲方工作计划调整及推广使用新应用系统导致本项目相关服务停滞

等原因，本合同不能继续全部或部分履行，甲方有权通知乙方解除本合同的全部

或部分，双方将按已经实际履行并验收合格的合同内容进行结算。

12.争端的解决

12.1甲乙双方应首先通过友好协商解决在执行本合同中所发生的或与本合

同有关的一切争端。如从协商开始30天内仍不能解决，可以按合同约定的方式

提起仲裁或诉讼。

12.2.1仲裁应向甲方所在地仲裁委员会申请仲裁。

12.2.2仲裁裁决应为最终裁决，对双方均具有约束力。

12.2.3仲裁费除仲裁机关另有裁决外应由败诉方负担。

12.2.4在仲裁期间，除正在进行仲裁部分外，本合同的其它部分应继续执

行。

12.3.1诉讼应向甲方所在地人民法院提起诉讼。

12.3.2诉讼费除人民法院另有判决外，应由败诉方负担。

12.3.3在诉讼期间，除正在进行诉讼部分外，本合同的其它部分应继续执
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行。

13.违约终止合同

13.1若出现如下情况，在甲方对乙方违约行为而采取的任何补救措施不受影

响的情况下，甲方可向乙方发出书面通知书，提出解除部分或全部合同。自甲方

发出书面通知书之日起30日内，乙方应支付甲方合同总金额20%的违约金，并根

据合同执行情况返还部分或全部已收取款项。乙方支付的违约金不足以弥补甲方

损失的，应继续承担赔偿责任。本合同约定的损失，包括但不限于：直接损失、

调查取证费、诉讼费、律师费等。

13.1.1乙方不履行合同义务或者履行合同义务不符合合同约定累计达两次

的；

13.1.2如果乙方未能在合同规定的期限或甲方同意延长的期限内提供服务，

迟延累计达20日的；

13.1.3因乙方人员自身技术能力、经验不足等问题造成甲方发生重大紧急故

障，带来重大影响和损失的；

13.1.4乙方对重大紧急故障没有及时响应，或不能在规定时间内解决处理故

障、恢复正常运行的；

13.1.5乙方不能满足本项目技术需求的管理要求和规范，且经两次整改无明

显改进的；

13.1.6乙方利用本项目实施过程中所产生的成果(包括但不限于发明、发现、

可运行系统、源代码及相关技术资料、文档等)，另行自行开发本合同业务范围

内供纳税人缴费人使用的软件或产品的，或利用为税务机关提供信息化服务的便

利，向纳税人缴费人搭车收费或变相收费的，或有其他失信行为的；

13.1.7乙方在本项目实施过程中发生违反网络安全规定行为造成不良后果

的。

13.1.8乙方提供的服务侵犯甲方、第三方知识产权等合法权益的；

13.1.9乙方或乙方人员造成甲方或第三方经济损失而拒不赔偿的；

13.1.10乙方转让其应履行的合同义务，或未经甲方同意采取分包方式履行

合同的；

13.1.11乙方有其他严重违约行为的。
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13.2如果甲方根据上述第12.1条的规定，解除了全部或部分合同，甲方可

以适当的条件和方法购买乙方未能提供的服务，乙方应对甲方购买类似服务所超

出的费用负责。同时，乙方应继续执行合同中未解除的部分。

14.破产终止合同

14.1如果乙方破产或无清偿能力，甲方可在任何时候以书面形式通知乙方

终止合同而不给乙方补偿。

14.2该终止合同将不损害或影响甲方已经采取或将要采取的任何行动或补

救措施的权利。

15.其他情况的终止合同

15.1乙方在执行合同的过程中发生重大事故或变故，对履行合同有直接影响

的，甲方可以提出终止合同而不给予乙方任何补偿。

15.2在服务期内，由于甲方工作计划调整，推广使用新应用系统导致本项目

相关服务停止的，甲方可以提出终止合同而不给予乙方任何补偿。

16.合同修改或变更

16.1合同如有未尽事宜，须经甲乙双方共同协商，做出补充约定，并签订

书面补充合同或变更协议。补充合同或变更协议作为本合同的一部分，与本合同

具有同等效力。

16.2除了双方签署书面修改或变更协议，并成为本合同不可分割的一部分的

情况之外，本合同的条款不得有任何变化或修改。

16.3由于甲方项目统一规划等原因导致本项目停止部分服务的，甲方将与乙

方协商处理。

17.转让和分包

17.1除甲方事先书面同意外，乙方不得部分转让或全部转让其应履行的合

同义务。

17.2未经甲方同意，乙方不得采取分包方式履行合同。经甲方同意分包履

行合同的，乙方就采购项目及分包项目向甲方负责，分包供应商就分包项目承担

责任。

18.合同语言

18.1本合同语言为中文。
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18.2双方交换的与合同有关的信件和其他文件应用合同语言书写。

19.适用法律

19.1本合同按照中华人民共和国现行法律进行解释。

19.2本合同的履行、违约责任和解决争议的方法等适用《中华人民共和国

民法典(合同编)》。

20.税费

20.1乙方应依法缴纳的合同服务相关税费，均已包含于合同总金额中，甲方

不再另行支付。

21.合同生效

21.1本合同一式陆份，由甲乙双方法定代表人或被授权人签字并盖章后

生效。
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附 件 1 ： 业 务 需 求

1.1项目背景

1.1.1项目目的、意义及背景

为切实做好终端安全桌面管理系统的运维服务工作，充分发挥系统病毒查杀、

补丁升级和安全审计作用，有效降低系统违规外联、移动存储介质混用等安全事

件发生，宁夏区税务局拟采购终端安全桌面管理系统运行维护服务项目。该项目

建设的主要目的是保障宁夏区税务局终端安全桌面管理系统的安全稳定运行。

1.2项目内容

1.2.1采购内容

终端安全桌面管理系统运维服务，服务期3年。项目主要内容是负责宁夏区

税务局终端安全桌面管理系统的日常运维服务工作。

1.2.2项目实施要求

1.2.2.1实施范围要求

国家税务总局宁夏回族自治区税务局。

1.2.2.2实施时间要求

服务期：三年，合同一年一签。

1.2.2.3实施地点要求

实施地点：宁夏区税务局亲水办公区。

2投标/响应要求

2.1对供应商的要求

2.1.1必备资质

2.1.1.1投标人应遵守有关国家法律、法规和条例，具备《中华人民共和国政府

采购法》第二十二条的规定和本文件中规定的条件。

2.1.1.2本项目的特定资格要求

无。

2.1.2优选资质/优选指标

2.1.2.1相关证书

序号 证书名称 备注

需提供证书复印件并加盖所在单位
1 质量管理体系认证证书(IS09001)

公章，提供的得2分，未提供不得分。
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信息技术服务管理体系认证(ISO 需提供证书复印件并加盖所在单位
2

20000) 公章，提供的得2分，未提供不得分。

需提供证书复印件并加盖所在单位
3 信息安全管理体系认证(IS027001)

公章，提供的得2分，未提供不得分。

2.1.2.2成功案例

有效案例为 2022年12 月 1 日以来(以合同签订日期为准)投标人独立承

担并实施的类似项目案例。

2.1.3是否允许联合体

否

2.1.4是否专门面向中小企业

本项目专门面向中小企业采购项目

2.1.5其他要求

无。

2.2技术部分投标/响应内容

2.2.1技术投标/响应总要求

投标人须对采购文件(技术部分)所有内容进行逐一响应，须充分理解项目

需求内容，对项目总体要求、招标内容及要求、项目实施要求、技术支持服务要

求、项目验收要求、其他要求等内容进行深入分析。

2.2.2投标/响应方案要求

以下相关方案，若作为评审因素，则投标人应在满足★必备指标项要求的

前提下，根据项目特点和采购需求，制定更为完整、详细、可操作性强的方案。

投标人应根据项目需求提供符合项目实施工作所要的项目需求理解、运维服

务方案、管理实施方案、质量管理方案、风险管控方案、保密方案等内容，并满

足项目实施所需要的其他服务要求。

3项目需求

3.1总体要求

按照采购人要求负责宁夏区税务局终端安全桌面管理系统的日常运维服

务工作。服务期内，如果驻场运维人员无法胜任工作需要，采购人有权要求更换

驻场运维人员。

3.2服务内容和要求

采购文件(技术部分)中有标注★号的，为必备要求，必须满足，如未作
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出响应，将导致响应无效；#为重要内容、△为一般内容。

3.2.1技术和服务客观指标

3.2.1.1服务内容

负责宁夏区税务局终端安全桌面管理系统的日常运维服务工作，具体要求：

1.#系统运维服务：负责做好终端安全桌面管理系统的日常运维管理服务工

作，确保系统安全稳定运行。

2.#系统巡检服务：定期对终端安全桌面管理系统及所涉及的硬件设备进行

巡检，以保证设备健康运行。

3.#系统升级服务：定期对终端安全桌面管理系统、相关设备、病毒库和系

统补丁库进行升级更新，以确保系统功能和安全策略满足运营工作需求。

4.#病毒查杀服务：负责终端病毒木马感染及传播检测、病毒查杀等工作。

5.#漏洞处置服务：负责终端系统补丁管理和漏洞库升级及维护工作。

6.#终端资产管理服务：负责终端资产管理工作，根据用户资产管理工作需

求，梳理终端资产，提供终端资产报表。

7.#风险处置服务：负责系统内违规外联、移动存储介质混用等安全风险的

监测和应急处置工作，并结合采购人工作需要，制定有针对性的安全管控策略。

8.#机关日常运维服务：协助做好宁夏区税务局机关日常运维服务工作。

4人员要求

4.1总体要求

投标人应成立专门的项目服务技术支撑团队，并指派专门的项目经理与采购

人进行业务对接，以便更好的理解项目需求，实现项目预期服务目标。

4.2管理团队

4.2.1项目经理

投标人应指定1名项目经理负责本项目的总体实施管理工作，项目经理应具

有丰富的项目管理经验。

4.3技术团队

技术团队成员应具备丰富的网络安全工作经验，提供1名驻场运维人员，具

备胜任运维服务支持工作岗位的资质、能力和水平。

4.4优选资质/优选指标

序号 人员类别 人员岗位 人员要求 是否作为加分项
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1 管理类 项目经理
信息系统项目管

是
理师

注册信息安全管

2 技术类 技术人员 理人员(CISO)证是

书

注册数据安全治

3 技术类 技术人员 理专业人员 是

(CISP-DSG)证书
注册渗透测试专

4 技术类 技术人员 家 (CISP-PTS)证是

书

5管理实施要求

(1)运维人员管理

投标人须保证驻场运维人员的稳定性，人员确定后，不得随意更换。投标人

须提前做好人力储备，如驻场运维人员的合同到期或申请离职，投标人必须提前

2个月通知采购人，并立即从后备人员库中经考核后，选择合格人员进行工作熟

悉和交接，确保正常工作不受影响。正式更换前，投标人需正式提交书面申请，

报采购负责人审批后方可调整。如果因投标人无法保证人员的连续性所造成的全

部损失由投标人承担，并从费用中扣除。

(2)运维服务的计划与总结

运维人员应做好运维服务的计划与总结，按月向采购人提交运行维护工作计

划、运行维护报告等与项目有关的文档及采购人要求提供的其他文档。

(3)日常运维服务

认真做好本项目服务范围内相关系统的日常运维工作，确保系统的持续、稳

定、高效运行，按规范流程处理出现的问题，记录问题详情、产生原因和分析处

理过程。

对于因系统升级、软件缺陷等引起的问题，与软件开发厂商联络、协调解决。

配合完成系统测试工作、升级工作、统计工作。

(4)项目运维知识的整理归集

定期做好在系统运维过程中的经验总结，整理形成运维知识库文档，以提高

后续遇到重复或类似问题时的事件处理效率和准确性。

6保密要求

1.中标人参与项目的所有人员应当严格遵守采购人的保密要求签订保密协
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议和保密承诺书，并由中标人担保。

2.中标人对于采购人提供的资料，以及本项目实施过程中所涉及的所有文档、

数据、介质和相关信息保密，未经许可，不得以任何形式向第三方传播。保密期

限不受本项目期限的限制，在本项目履行完毕后，保密信息接受方仍应当承担保

密义务。

3.如因中标人单方面原因造成泄密，采购人将保留追究其法律责任的权利。

7知识转移要求

无。

8风险管控要求

(1)项目实施过程中应遵循国家税务总局、国家税务总局宁夏回族自治区

税务局税收信息化项目有关规定。投标人在投标或响应时承诺已知悉并遵守《税

务系统信息化服务商失信行为记录名单制度(试行)》相关规定，并承担相应后

果，对于违约失信行为，将纳入信息化服务商失信行为记录名单。

(2)若遇项目内容重大调整或其他不可抗力因素，导致现有项目不再适用，

或因投标人自身技术能力、经验不足等原因，不能满足采购人项目服务质量要求，

经多次整改后无明显改进的，采购人有权提前终止本项目合同。若项目终止，采

购人根据项目实际交付、完成情况或投标人提供的有效服务内容向投标人据实结

算服务费用，不符合项目质量要求的服务不予支付费用。若采购人已支付费用超

过投标人实际提供的服务费用，投标人应当返还超出部分。

(3)在项目服务期内，若因项目人员失误，造成网络中断等事故发生或故

障延伸损失，投标人应承担全部责任，并采取补救措施，直至满足采购人需求，

期间发生的一切费用由投标人负责承担。

9履约验收要求

9.1总体要求

验收名称 验收要求

1.是否按照项目实施要求在服务期内完

年度验收
成了合同预定的服务内容，并提交了相

关报告和文档；2.提交的各种报告和文

档资料是否完整准确。

9.2具体要求

本项目验收方式采用年度验收方式进行，每1年服务期满后由宁夏区税务局
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信息主管部门组织进行验收。验收时应提供《终端安全桌面管理系统驻场运维服

务报告》。

10其他要求

10.1必备要求

10.1.1★税收信息化项目开发和应用管理工作要求

供应商在采购以及后续项目实施过程中，应严格遵守税务总局税收信息化

项目开发和应用管理工作要求。对于违反合同约定的，依据合同约定及政府采购

有关规定，采购人可采取要求限期改正、在应付合同金额中扣除违约金、解除合

同等措施；对于存在严重违法失信行为的，由采购人按规定推送财政部纳入政府

采购严重违法失信行为记录名单。

10.1.2★供应链安全管理要求

1、人员资格要求

(1)签订承诺书。供应商应严格落实国家税务总局网络安全和保密管理要

求，承担技术支持人员的网络安全和保密管理责任，按采购人要求签订协议和承

诺书。

(2)开展背景审查。供应商承担技术支持人员背景审查工作，提供其身份

证明、履历、家庭成员及主要社会关系、无犯罪记录证明等材料，并提交采购人

进行备案。

(3)设置网络安全负责人(由驻场运维人员兼任)。供应商为本项目配备

一名网络安全负责人，该负责人具备独立决策能力并保持相对稳定，在项目实施

的全过程负责网络安全工作，组织落实各项网络安全要求。

2、日常行为规范要求

(1)工作能力要求。供应商负责对技术支持人员进行资格条件、工作胜任

力以及网络安全能力评估，对技术支持人员承担的工作进行安全保密风险分析，

明确技术支持人员工作范围和边界，重点防范设备和资料失窃、误操作导致的软

硬件故障、工作秘密和税费数据等信息泄露、信息系统越权访问和网络攻击等风

险。

(2)教育培训要求。供应商负责对技术支持人员进行网络和数据安全法律

法规、网络安全意识、网络安全管理、网络安全技能、保密意识以及网络安全警
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示教育等培训，上岗前对其进行考核。

3、违约惩戒措施

供应商对供应链安全管理责任落实不到位，造成安全事件或产生不良影响

的，采购人按照法律法规及合同约定进行处理。

10.1.3★信息化服务运维人员要求

本项目涉及信息化服务运维人员的，运维人员应当是运维单位的正式人员，

或者是与运维单位签订1年以上劳动合同且实际工作满1年的人员，常驻运维人

员应当为技术骨干。

10.1.4其他

1.本项目中如涉及商品包装和快递包装的，其包装需求标准应不低于《关

于印发<商品包装政府采购需求标准(试行)>、<快递包装政府采购需求标准(试

行)>的通知》(财办库〔2020〕123 号)规定的包装要求，如有其他包装需求，

详见采购文件技术部分相关章节。

2.本项目中如涉及网络关键设备或网络安全专用产品的，应严格执行国家

互联网信息办公室、工业和信息化部、公安部、财政部和国家认证认可监督管理

委员会 2023年第 1 号《关于调整网络安全专用产品安全管理有关事项的公告》

及国家互联网信息办公室、工业和信息化部、公安部和国家认证认可监督管理委

员会 2023 年第 2号《关于调整<网络关键设备和网络安全专用产品目录>的公

告》等相关文件要求，所投标(响应)设备或产品至少符合以下条件之一：一是

已由具备资格的机构安全认证合格或安全检测符合要求；二是已获得《计算机信

息系统安全专用产品销售许可证》，且在有效期内。

3.本项目中如涉及国家强制性产品认证证书(CCC 认证证书)、电信设备进

网许可证、无线电发射设备核准证等市场准入类资质的，应严格执行国家相关法

律法规的要求。

以上相关要求，由供应商在响应时应答，在履约验收中，采购人将按照采

购文件、中标/成交供应商响应文件、采购合同等对中标/成交供应商提供的货物

和服务进行验收，必要时依法依规开展相应检测、认证。

10.2知识产权要求

无。
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10.3付款安排建议

付款名称 付款要求 付款比例(%)

第1次付款 每一个服务年度合同签订后付当年合同金额的60% 60.0

第2次付款 每一个服务年度验收合格后付当年合同金额的40% 40.0
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附件2：报价表

3、投标报价表

3 . 1 开 标 一 览 表

(服务类项目适用)

项目名称：国家税务总局宁夏回族自治区税务 工项目编号: NXSWJ-2025-29/YCZH-2025-031

局宁夏税务2025年终端安全桌面管理系统

运行维护服务项目

价格单位：元

序号 内容

1 投标报价: 549000 大写：伍拾肆万玖仟元整

2

3

合同履行期限：三年，合同一年一签

注：

特别说明：

1、 本项目总价及分项报价均不接受任何形式的赠送、“零”报价和折扣报价。

2. 本项目执行中所发生的所有费用均计入投标报价中，采购人不再另行支付其他任何费用。

3. 投标人应根据《招标文件-技术部分》相关要求填报。

4.如报价不一致按照投标人须知“19.核价原则”进行修正。

投标人(全称为加盖公章)：北京化超云科技有限公司

投 标 人 代 表 ( ) ： 项 目 娟

日期: 2025年12月30
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3 . 2分项报价表

分 项 报 价 表

(服务类项目适用)

项目名称：国家税务总局宁夏回族自治区税务 项目编号: NXSWJ-2025-29/YCZH-2025-031

局宁夏税务2025 年终端安全桌面管理系统

运行维护服务项目

价格单位：人民币 元

序号 项目名称 内容描述 单价 数量 小计 备注
(元)

负责做好终端安全桌面管理系统

1 系统运维服务 的日常运维管理服务工作，确保 78000 3 234000
系统安全稳定运行

定期对终端安全桌面管理系统及

2 系统巡检服务 所涉及的硬件设备进行巡检，以 7000 3 21000
保证设备健康运行

定期对终端安全桌面管理系统科 报

3 系统升级服务
相关设备、病毒库和系统补才库

3000 3 9000
进行升级更新，以确保系统功能

和安全策略满足运营工作需求

4 病毒查杀服务
负责终端病毒木马感染及传播检

16000 3 48000
测、病毒查杀等工作

5 漏洞处置服务
负责终端系统补丁管理和漏洞库

26000 3 78000
升级及维护工作

终端资产管理
负责终端资产管理工作，根据用

6 户资产管 理工作需求，梳理终端 18000 3 54000
服务

资产，提供终端资产报表

负责系统内违规外联、移动存储

介质混用等安 全风险的监测和应

7 风险处置服务 急处置工作，并结合采购人工作 26000 3 78000
需要，制定有针对性的安全管控

策略

8
机关日常运维 协助做好宁夏区税务局机关日常

9000 3 27000
服务 运维服务工作

合 计 183000 3 549000

特别说明：

1. 本项目总价及分项报价均不接受任何形式的赠送、“零”报价和折扣报价。
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2. 如报价不一致，按照投标人须知“19.核价原则”进行修正。

3. 本表中小计=数量×单价。

4.本表仅供参考，可驯服，

投标人(全称本加盖公章)：北京亿智云科技有限公司

投标人代表(签字或盖章)：

日期:2 0 2 5 年12 月00日

SOOE
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附件3：用于本项目人员简历

三、技术力量一览表

本项目中
序号 姓 名 技术职称 人员级别 工作年限 认证情况

担任职务

项目管理人员

(一 )项目负责人

1 李炜 项 目 管 理 师 高级 24 项目经理 信息系统项目管理师

2 周林 项目经理 中级 14 质量管理经理注册信息安全管理员

扫

(二 )技术负责人
性别

、 191 金迪 技术专家、 中级 技术专家 注册数据安全治理专

业人员CISP-DSG
杨皓然 搜索辛亥 中级 5 二线专家 注册渗透测试专 家2

(CISP-PTS)

二、驻场人员

1 王雄波 技术专家 中级 10 应急工程师 注册信息安全管 理人

员(C ISO ) 证书

特别说明：

投标人须按照上述格式填写投入本项目所有人员的相关信息。

274
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四、技术人员简历表

4.1.项目经理

姓 名 李炜 性 别 男 出生日期 1978年5月31日

学 历 本科 毕业学校 北京理工大学 技术职称 信息系统项目管理师

公司职务 副经理 任职时间 2020年 本项目任职 项目经理

人员级别 高级
从事信息系统项目

16年 从事工作年限 25年
管理师工作年限

认证证书 信息系统项目管理师

工作简历及主要业绩

1、深圳供电局网络安全技术服务项目(担任项目经理)

全面负责项目规划、团队统筹与客户对接，主导网络安全服务方案设计与落地。

协调资源完成漏洞评估、渗透测试及安全加固，建立常态化监测与应急响应体系，保障电力关键信息基础

设 施 全 年 安 全 零 事 故

2、大兴区卫生健康委员会网络安全运维服务项目(担任项目经理)

负责该区域医疗信息系统安全运维项目的整体交付与管理，组建并领导6人技术团队。

系统推进网络安全等级保护合规建设、统筹完成安全设备策略优化、日志审计与应急演练，顺利通过等保

测评。

3、中国华能集团燃料有限公司终端防御系统运维项目(担任项目经理)

主导终端安全体系建设与持续运营，制定标准化运维流程与安全管理规范。

通过统一策略部署、风险管控与员工培训，将终端安全事件数量降低70%，项目获客户年度“优质合作单

位”评价。

4、房山区财政局信息系统运维服务项目(担任项目经理)

负责财政业务系统与基础设施的运维服务管理，建立IT服务台账与知识库。

牵头完成备份容灾体系建设与多次应急演练，实现系统平均恢复时间(MTTR)缩短，保障财政业务连续性

与数据安全。

5、上海科旭网络安全设备实施技术服务项目(担任项目经理)

管理设备交付、调试与上线全过程，协调厂商、客户与内部团队资源。

高效完成多型号安全设备的部署与策略配置，提供技术培训与文档交付，确保项目按期验收，设备投运率

达到100%
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身份证复印件：

毕业证书：

28-



相关资质：：

姓名： 李炜
Full Name 
性别： 男
Sex 
出生本月： 1 9 7 8 . 0 5
Date of Birth
资格名称： 信息系统项目管理师
Qualification
资格规则 高 级
Qualification Level
批准日期： 2 0 0 9年 5月 2 3日
Approval Date

持证人签名：

Signature of the Bearer
025年终端

名皮单位盖章：
sued by

安全点画线等矛盾进行维护。
仅供国家或书总账户有效期限公司公司宁夏县

签发日期：
2 0 0 9 823 11 0

Issued on
管理号：

09101100033
7101150300215

File No.:
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4.2.质量管理经理

姓 名 周林 性 别 男 出生日期 1988年6月22日

学 历 硕士 毕业学校 北京交通大学 技术职称 注册信息安全管理员

公司职务 副经理 任职时间 2021 本项目任职 项目经理

人员级别 中级
从事注册信息安全

6年 从事工作年限 15年
管理员工作年限

认证证书 IT服务管理体系认证证书

工作简历及主要业绩

1、深圳供电局网络安全技术服务项目(担任质量管理经理)

主导建立并实施项目全生命周期的质量保证体系，编制《网络安全服务质量管理规范》。

通过过程审计与成果评审，确保漏测评估、渗透测试等交付物符合预定标准，关键交付项一次验收通过率
达100%，客户投诉率为零

2、大兴区卫生健康委员会网络安全运维服务项目(担任质量管理经理)

负责运维服务过程的标准化与合规化管理，推动建立基于ISO 20000的IT服务管理流程。主导质量巡检与

合规检查，确保系统运维、甘志审计等环节符合网络安全等级保护2.0要求。

3、中国华能集团燃料有限公司终端防御系统运维项目(担任质量管理经理)

建立终端安全运维的质量指标(KPI)体系，持续监控病毒查杀率、补丁安装率等关键指标。

通过根本原因分析(RCA)与纠正预防措施，并形成标准化处置流程文档。

4、上海科旭网络安全设备实施技术服务项目(担任质量管理经理)

负责设备实施项目的质量计划与交付验收管理，制定设备调试与策略配置的检查清单。执行现场质量检查

与交付审计，确保所有安全设备按技术规范投产，项目交付文档完整率与准确率达100%。

5、国家税务总局宁夏回族自治区税务桌全桌面管理系统运行维护服务项目(担任项目经理)

全面负责宁夏回族自治区税务局终端安全桌面管理系统运行维护服务项目的整体规划、实施交付、团队管

理与客户协调工作，确保项目在预算、时间与质量要求内达成既定目标，保障终端安全体系持续稳定运

行，满足用户的业务与安全需求。
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身份证复印件：

毕业证书：
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相关资质：

L i n  Z h o u

DOIESCLINIPONOT? IND

Project Management Professional(PMP)°

              

P a m e  

11011503002

C E R T I F I C A T E
of

I S O 2 0 0 0 0  E S S E N T I A L  C O U R S E

We bereby artly that

M r .  L i n  Z h o u

has successfully passed the examination(s) of the 24 hours course
in degring accounting to 150/16C 20000-32011

Course Duration: Froms 2014-08-25 to 2014-08-27

Certificate No.: TCIC-C-CN-140827-007

Date of Issue :2034-18-31

Authodical Reperatuntirtive

)

Danief Liang, Surrey, B. C. Cannda
General Mana

148376203000000000000000000000000000000000000000000000000000000000000000000000000000000000000
化:45·604·208·57207XX:11-6041538-200 Mou's
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4.3.技术经理

姓 名 金迪 性 别 男 出生日期 1988年6月22日

本科
北京科技经营管 注册数据安全治理专业

学 历 毕业学校 理学院 技术职称 人员CISP-DSG

公司职务 副经理 任职时间 2021年 本项目任职 技术经理

人员级别 中级 从事数据安全治理 6年 从事工作年限 20年
工作年限

注册数据安全治理专业人员CISP-DSG
认证证书

CISAW

工作简历及主要业绩

1.深圳供电局网络安全技术服务项目(担任技术经理)

负责整体网络安全架构的规划、实施与持续优化。主导漏洞扫描、渗透测试与安全风险评估，制定并执行

专项安全加固方案：建立实时安全临冲与应急响应机制，成功处置多起潜在安全威胁，保障关键基础设施

网络持续稳定运行。

2.大兴区卫生健康委员会网络安全运维服务项目(担任技术经理)

为区域医疗信息系统提供全天候安全运维保障。负责防火墙、入侵检测等安全设备的策略管理与日志分

析：定期开展系统安全巡检与脆弱性修复，牵头完成网络安全等级保护合规性建设，确保医疗数据安全与

业务连续性。

3.房山区财政局运维服务项目(担任技术经理)

保障财政业务系统与网络基础设施的稳定、高效运行。负责服务器、存储及网络设备的日常监控、维护与

故障处置；实施数据备份与灾难恢复演练，完善IT服务管理体系，为财政核心业务提供高可用性技术支

持。

4.上海科旭网络安全设备实施技术服务项目(担任技术经理)

负责客户侧安全设备的交付、调试与技术支持。完成防火墙、VPN、Web应用防火墙等设备的安装部署、策

略配置与性能调优；为客户提供现场技术培训与后期运维指导，确保安全设备有效集成并发挥预期防护效

能。

5.国家税务总局宁夏回族自治区税务桌全桌面管理系统运行维护服务项目(担任技术经理)

作为项目技术负责人，全面负责终端安全桌面管理系统的技术方案设计、复杂问题分析、技术架构优化与

团队技术赋能工作。为一线运维团队提供高阶技术支持与解决方案，主导重大故障、安全事件的技术处置

与根源分析，保障系统技术架构的先进性、稳定性与安全性。
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身份证复印件：

毕业证书：
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OSS O. EUNCXNEIEY
Fio JN
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China Character
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相关资质：

注册购买安全治理专业人员
lenovo

DATASECARITYGOVER
题

金迪

中心信考试教育意。(

人员负责时

CNS

信息安全保障人员认证证书
Certification of information Security Americance Workform Certification

甘德斯
INDI

考试成绩合格，并通过了认证评价，符合《信息安全保障人员认证准列阶要求。
具备下述认过方向和被刷所能行知识和提定，持续此证。

认 证 方 向 /
认证控制/'teɪtɪələʊəʊ/
证书编号/201%ISAW36327 ( H 2 )
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4.3.驻场技术人员

姓 名 田家源 性 别 男 出生日期 1990年10月19日

学 历 本科 毕业学校 三亚学院 技术职称 注册信息安全工程师

技术工
2022年 驻场工程师公司职务 程师 任职时间 本项目任职

人员级别 中级 从事数信息安全工 6年 从事工作年限 12年
程师工作年限

认证证书

工作简历及主要业绩

国家税务总局宁夏回族自治区税务桌全桌面管理系统运行维护服务项目(技术工程师)

1、主要对用户负责系统的日常运维管理服务工作，确保系统正常使用。

2、定期对终端安全管理系统及所涉及的硬件设备进行巡检，以保证设备健康运行，定期配合研发对系统

及相关设备进行升级，以确保系统功能和安全策略满足运营需求。

3、负责终端病毒木马感染及传播检测、病毒杀毒处置及通报工作。

4、负责终端系统补丁苷理和漏洞库升级及维护工作。

5、负责终端资产管理工作根据国家税务总局宁夏回族自治区税务局资产管理工作需求，梳理终端资

产，提供终端资产报表。

6、负责系统违规外联、移动存储介质混用等安全风险的应急处置工作，并结合国家税务总局宁夏回族自

治区税务局需求，制定有针对性的安全管控策略。

7、负责应急事件进行处置机制，通过与公司专业的应急处置团队配合，出现重大网络安全风险和事件，

应急处置团队第一时间到达现场协助客户开展应急处置工作，最大限度的减小安全损失。

相关资质：
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毕业证书：
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4 . 4二线技术人员

姓 名 杨皓然 性 别 男 出生日期 1999年1月7日

学 历 本科 毕业学校 河南农业大学 技术职称
注册渗透测试专家

(CISP-PTS)

公司职务 技术经理 任职时间 2021年 本项目任职 技术经理

人员级别 中级
从事渗透测试专

4年 从事工作年限 5年
家工作年限

认证证书 注册渗透测试专家(CISP-PTS)

工作简历及主要业绩

1、深圳供电局网络安全技术服务项目(安全专家支持)

作为二线技术专家，负责对一线上报的复杂安全事件进行深度分析与根因定位，成功溯源并处置多起高级

持续性威胁(APT)攻击。主导核心安全架构的技术评审与加固方案设计，为关键信息系统提供针对性的

漏洞修复与配置优化建议，提升整体纵深防御能力。编写多份技术白皮书与应急处置手册，沉淀形成内部

知识库，为团队提供持续的技术赋能。

2、大兴卫生健康委员会网络安全运维服务项目(技术专家支持)

负责处理等保合规建设中的高风险技术难题，主导完成核心业务系统的安全漏洞修复与日志审计策略深度

优化。针对医疗行业特点，设计方验证数据防泄漏(OLP)与业务连续性(BCP)技术方案，确保系统满足

合规与高可用性要求。为一线团队提供复杂故障的技术会诊与解决方案，大幅提升问题解决效率。

3、中国华能集团燃料有限公司终端防御系统运维项目(安全专家)

作为终端安全领域专家，深度分析各类项目网络、木马及异常行为，并开发定制化的查杀与清除工具。

主导终端安全基线的研究与制定，形成适用于集团内网的标准化安全配置与管控策略，从根本上降低终端

风险暴露面。建立终端威胁情报分析机制，定期输出分析报告，为安全管理决策提供技术依据。

4、上海科旭网络安全设备实施技术服务项目(技术专家)

担任防火墙、WAF等安全产品的高级技术顾问，解决客户侧复杂网络环境下的策略部署与兼容性问题。

深度研究产品特性，编写技术配置最佳实践与故障排查指南，成为团队内该产品线的技术权威。

为一线工程师提供高级技术培训，并直接参与重大客户的技术交流与方案论证。

身份证复印件：



毕业证书：

相关资质：

注册渗透测试工程师
CEHTPIED

PENETRATION TESTING ENGINEER

中 国 信 息 安 全 测 评 中 心

注册信息安全专业人员(CISP)
…

11:

经中医信息安全测评中心的考试和审定，符合

(还要想息安全专业人员资质评估准列)

首次注册:2023年4月20日

发证用量20271月24日

彭涛有效期：网络车(万2011/2028/1月23日 80 3 0 4 0

200
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国 家 信 息 安 全 水 平 证 书 ( 一 级 )

Greeteun e of National Enhanument s on Secores Tess PtrumenGenel GNSA4

本证BEC期(每统结通过了国家院位安包水平考试(一级)。
特此发展。

Thes te ta x market s that the Names ha m murned the competiture is
Voncread Inbuteg row n forwardly Teer Progro te Cond to ABSP A.

申 价 证 号 码 ：

定着值是1 CNTUZZRUNWD2101MA
Banda ut Sortbut

中间截居中念闹臂中。支出日期·2005 V 6月18月
()

JS4DAmeutyorrMasthad

Heoran Yang

has memomoutultyrent…t mountainments ans in ousited as a Cortified humanightly Dyctions Adage
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bopreteen

c i sco

Cisco Certifications

Haoran Yang

es yureemly consist d the Como benthonce on

Cisco Certified Network Professional Enterprise

总人民认识
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4.5应急技术人员

姓 名 王雄波 性 别 男 出生日期 1992年5月16日

学 历 本科 毕业学校 北京交通大学 技术职称
注册信息安全管理人员

( C I S O )

公司职务
技术工程

任职时间 2021年 本项目任职 二线技术工程师
师

人员级别 中级
从事信息安全管

3年 从事工作年限 10年
理工作年限

认证证书 注册信息安全管理人员(CISO)

工作简历及主要业绩

1、深圳供电局网络安全技术服务项目(技术支持)

负责对一线上报的复杂安全事件进行深度分析与根因定位，成功溯源并处置多起高级持续性威胁(APT)

攻击。主导核心安全架构的技术评审与加固方案设计，为关键信息系统提供针对性的漏洞修复与配置优化

建议，提升整体纵深防御能力，撰写多份技术白皮书与应急处置手册，沉淀形成内部知识库，为团队提供

持续的技术赋能。

2、大兴卫生健康委员会网络安全运维服务项目(技术支持)

负责处理等保合规建设中的高度险技术难题，主导完成核心业务系统的安全漏洞修复与日志审计策略深度

优化。针对医疗行业特点，设计并验证数据防泄漏(DLP)与业务连续性(BCP)技术方案，确保系统满足

合规与高可用性要求。为线团队提供复杂故障的技术会诊与解决方案，大幅提升问题解决效率。

3、中国华能集团燃料有限公司终端防御系统运维项目(终端安全技术支持)

作为终端安全领域专家，深度分析各类顽固病毒、木马及异常行为，并开发定制化的查杀与清除工具。

主导终端安全基线的研究与制定，形成适用于集团内网的标准化安全配置与管控策略，从根本上降低终端

风险暴露面。建立终端威胁情报分析机制，定期输出分析报告，为安全管理决策提供技术依据。

4、上海科旭网络安全设备实施技术服务项目(技术支持)

担任防火墙、WAF等安全产品的高级技术顾问，解决客户侧复杂网络环境下的策略部署与兼容性问题。

深度研究产品特性，编写技术配置最佳实践与故障排查指南，成为团队内该产品线的技术权威。

为一线工程师提供高级技术培训，并直接参与重大客户的技术交流与方案论证。

身份证复印件：
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毕业证书：

相关资质：
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信息安全保障人员认 证证书
Information Security Assurance Worker Certification Certificate

益证明
王继波

than a to co urty that GANS XONGMO

认证考试成绩合格，再是过了认证评价，符合(信息安全保障

worded the professional>

du 向/C () CMPL
/Cor tSonUNo.联 科技(10)

ate of store

思考《后》照明代化

运送图
… 一一

适用信息安全专业人员(CISP)
王雄波

l e n o v o

经中国信息监督测评中心活动认知报道，确定

(还要信息社会专业人员普惠评队赢能

只要重、适当主要信息安全管理人员(DIO：资源。

高速11052021年1月20日
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就怎么
houses
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